DUO: MFA FAQs

Summary

Multi-factor Authentication (MFA) is an additional security measure to protect your intellectual property, personal information, and Yale's data. MFA adds a step to the log-in process used to access some of Yale's resources by requiring an individual, after entering their NetID and password, to prove their identity by responding to a prompt on a mobile device, landline, tablet or token. Use this article to find answers to Duo MFA FAQs.

Information

Frequently Asked Questions (FAQs):

- **WHAT IS MULTI-FACTOR AUTHENTICATION (MFA)?**
  
  Multi-factor authentication (MFA) seeks to decrease the likelihood that others can access your data. Specifically, it enhances the security of your NetID by using your phone, tablet or other device to verify your identity when you attempt to access Yale's network and resources from an off-campus location.

  It takes two items to access and update your information: “something you know” (like your password) and “something you have” (like your phone). For example, when you visit an ATM, one authentication factor is the ATM card you use to start the transaction - that’s the “something you have.” Next, you enter a PIN, which is the “something you know.” Without both of these factors, your authentication will fail.

- **WHY DO I NEED TO USE MFA?**
  
  Passwords are becoming increasingly easy to compromise. They can be stolen, guessed, and hacked, and new technology and hacking techniques combined with the limited pool of passwords most people use for multiple accounts means information online is increasingly vulnerable.

  You might not even know who else has your password and is accessing your accounts.

  In addition, experience has shown that people are not as good at recognizing malicious email as you might think. Every day, members of the Yale community fall prey to these kinds of scams. We have to take steps to ensure that we are more than just a single click away from having our paycheck stolen or becoming a victim of identity theft.

  Multi-Factor Authentication adds a second layer of security to your account to make sure that your account stays safe, even if someone else knows your password. This second factor of authentication is separate and independent from the NetID and password step — MFA never uses or even sees your password.

- **WHO IS ELIGIBLE TO USE MFA?**
  
  The university’s implementation of MFA will include all faculty, staff, and students.

- **AM I REQUIRED TO USE TWO-FACTOR AUTHENTICATION?**
  
  Once your group has been enrolled in MFA, you will be required to use two-factor authentication when logging into the CentralAuthentication Service (CAS). Or Virtual PrivateNetwork (VPN) from an off campus location.

- **HOW LONG WILL MY AUTHENTICATION LAST?**
  
  You will be required to MFA every time you log in, when off-campus. This will last for the lesser of your session or 24 hours. You will have the option to remember your device for 1 day with CAS and YaleConnect. This functionality is browser based so you will have to do it in each browser you use.

- **DOES MFA SEE MY PASSWORD?**
  
  No, the university system verifies your Internet password with its internal systems as before, and never sends it to MFA. MFA provides only the second factor—the “something you have.” In fact, MFA stores very little information—just enough so it can do its job.

- **WHAT IS THE DEFINITION OF “OFF-CAMPUS”?**
  
  Off-campus is anywhere other than:
  - Yale Secure Wireless
  - Yale Wireless
  - Yale hard wired network

  There are a few physically / geographically remote offices (medical) which are connected via Aruba Networks however they are considered on Campus and they will see no change. “Yale Guest” is an off-campus network.

- **HOW DOES MULTI-FACTOR AUTHENTICATION (MFA) WORK?**
  
  Once you have signed up for MFA, when you attempt to access a protected university application from an off-campus location, you will be prompted to enter your username and password as usual (the first “factor”). You will then be taken to the MFA screen where you will select the device of your choice and the preferred method of verification—push notification, a phone call, or a passcode—you will use to verify that it’s you (the second “factor”).

- **DOES IT COST ME MONEY TO AUTHENTICATE WITH MY PHONE?**
“Push” authentication uses a very small amount of Internet data traffic to function (a few kilobytes per login). Text messages and voice calls are sent only when you request them, and would be billed by your carrier like any other text message or inbound voice call. The Duo mobile app also works like a token and will generate a passcode, this functionality will not require any data and works when your smart phone is in “airplane” mode.

**WHAT IF I DON’T HAVE A DATA PLAN ON MY PHONE?**

The Duo smart phone app provides options that work without a data plan, a texting plan or even a connection, if necessary. The app can generate the required code without the need of either a cell signal or data plan, and it can do so anywhere in the world. If you have a signal and data plan, the app makes two-factor authentication as easy as a pushing a single button, but if you don’t, you can use the app to generate a six digit code and enter the code instead.

**WHAT IF I DON’T HAVE A CONNECTION?**

The Duo Mobile App can generate a passcode without a cellular or wireless connection. Alternately, you may use a landline phone if an internet connection is unavailable or request a MFA hardware token from the SOMIT Help Desk at 203 432 7777 or somit@yale.edu.

**WHAT IF I DON’T HAVE A CONNECTION?**

The Duo Mobile App can generate a passcode without a cellular or wireless connection. Alternately, you may use a landline phone if an internet connection is unavailable or request a MFA hardware token from the SOMIT Help Desk at 203 432 7777 or somit@yale.edu.

**WHAT IS THE USER EXPERIENCE IF YOU ARE USING YOUR PHONE OR AN IPAD ON A CELLULAR NETWORK OR ON A NON-YALE WIFI NETWORK AND NEED TO LOG IN?**

You will be prompted to MFA since this is considered an off campus network. If the registered device is the same as the one being used to login, the Duo app will notify & prompt for confirmation and users can confirm access the usual way. Alternatively a secondary device can also be used to confirm the MFA.

**HOW WOULD ONE LOG INTO A CAS-PROTECTED RESOURCE OR WEBMAIL ON AN AIRPLANE EQUIPPED WITH WI-FI? WHAT WOULD THE EXPERIENCE BE IN THIS SITUATION USING A LAPTOP, IPAD, OR PHONE?**

This experience will be the same no matter what off campus location you are trying to log in from. You will be required to authenticate with MFA. In the case where a push or text is not working, your phone will function like a token while in airplane mode generating a passcode every 30 seconds.

**HOW CAN I GET A TOKEN?**

Tokens can be issued from the SOMIT Help Desk at 203 432 7777 or somit@yale.edu. Users can visit the Help Desk, provide identification, and a token will be issued to them.

**CAN I USE THE MFA APP INTERNATIONALLY?**

The MFA smart phone app is designed to work internationally. If you install the app, it can generate the required code without need of either a telephone signal or data plan, and it can do this anywhere in the world. If you have a signal and data plan, the app makes two-factor authentication as easy as a pushing a single button, but if you don’t have one of those two things, you can use the app to generate a six digit code and enter that manually.

**CAN THE SYSTEM HANDLE INTERNATIONAL PHONE NUMBERS?**

Yes, MFA can handle international phone numbers. If entering an international phone number, you can leave a space between country code, city code, and the phone number.

**WHAT DEVICES CAN I USE?**

MFA lets you link multiple devices to your account, so you can use your mobile phone, a landline, and a hardware token, as your second factor. There is no limit on the number of devices that can be added. We recommend that all users add at least 2 devices, such as a cellphone /smartphone and a landline/desk phone.

When you are doing your initial setup, you may add as many devices as you like (landline and/or mobile). Subsequently, when you are logging in you can choose which device the authentication request is sent to and which authentication method you would like (via Duo Mobile App, SMS text message, or phone call).

**WHAT IF I FORGET MY SMARTPHONE AT HOME?**

We encourage users to set up multiple authentication devices with MFA, so that when one method is unavailable, you have others from which to choose. For example, you could set up your smartphone for “push” and also your office phone and home phone to do callback.

**WHAT HAPPENS IF I LOSE MY PHONE?**

Contact the SOM IT Help Desk (203.432.7777) immediately if you lose your phone or suspect that it's been stolen. The support specialist will disable it for MFA and help you log in using a one-time bypass code. While it's important that you contact the Help Desk if you lose your phone, remember that your password will still protect your account.
• WHEN REGISTERING MULTIPLE DEVICES, UPON LOGIN THEY ARE PRESENTED IN THE ORDER REGISTERED. IF YOU WANT TO REORDER DEVICES:
  (access.yale.edu and then select "My Settings & Devices" - click to change the default)

• HOW DO I REGISTER A NEW PHONE WITH THE SAME PHONE NUMBER AS MY OLD DUO ENROLLED DEVICE?
  Use the Yale ITS MFA instructions to enroll a new device with the same number on your DuoMobile account.

• HOW LONG WILL THE LINK RECEIVED IN THE EMAIL FROM DUO WORK?
  This link will work for thirty days. Once that time frame expires the ITS Help Desk will need to reset your account.

• HOW DOES MFA WORK WITH VPN?
  You will login as usual with your username and password, and then use your device to verify that it's you. You can request authentication via SMS, voice call, one-time passcode, the Duo Mobile smartphone app, and so on.

• WHAT IF I WANT TO USE A SPECIFIC NUMBER TO AUTHENTICATE FOR VPN CONNECTION?
  If you want your first phone number called you need to type "Phone", if you want your second number called you need to type "Phone 2".