Malwarebytes Endpoint Protection and Response

Summary

Malwarebytes Endpoint Protection and Response helps stop, investigate, and respond to security breaches on critical infrastructure.

Features

- Web Protection
- Application Hardening
- Exploit Mitigation
- Application Behavior Protection
- Anomaly Detection Machine Learning
- Payload Analysis
- Ransomware Mitigation
- Linking Engine and Remediation
- Endpoint Detection and Response

Who can use it?

Malwarebytes Endpoint Protection & Response is available only for use with SOM IT infrastructure.

Related Policy and Procedures

- All users of Yale University computing and networking facilities are expected to read and abide by the Information Technology Appropriate Use Policy. For additional information, please familiarize yourself with the Policies and Procedures related to HIPAA Security.
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